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Abstract. The second round of presidential elections in Romania has been
cancelled by the Constitutional Court on 6th of December 2024, after deciding
that the first round has been subject to various illegal and foreign actors’
interference. Romanian authorities provided some evidences that were widely
discussed before and after the elections canceling. A widespread narrative is
that these evidences were not enough to cancel the second round. This
article argues that more evidences, result of intense research, came into
spotlight afterwards and these must be taken into account. Only by discussing
everything that was revealed an image of interference in the elections
becomes clearer. More broadly, the example of Romanian elections shows
democracies are confronted nowadays with a huge dilemma, how to confront
techno-populism and how to set the rules for social media networks to be
sure that the free will of the voter is not affected. The article offers some
solutions in this respect, but concludes that more challenges are lying ahead.
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Din momentul în care au fost desecretizate documentele CSAT referitoare la
campania electoralã a domnului Cãlin Georgescu, au început sã aparã semne de
întrebare. Iniþial s-a afirmat cã ar fi vorba de dovezi, dar s-a spus cã nu sunt
suficiente pentru a proba intervenþia Federaþiei Ruse în alegerile din România.
Ulterior anulãrii alegerilor prezidenþiale în data de 6 decembrie 2024, acest tip
de argumentaþie a fost amplificat. La început a fost un curent de opinie marginal,
iar apoi, pe mãsura trecerii timpului, opinia publicã a fost invadatã cu mesajele
celor care nu credeau în influenþa externã, punând accentul mai degrabã pe fac-
tori interni. Narativul majoritar în etapa iniþialã a fost cã acest candidat ar fi pro-
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dusul unor grupãri interne din servicii de intelligence, grupãri de extrema dreaptã,
nostalgici ai regimului comunist etc., iar factorul extern a fost combãtut fãrã argu-
mente sau trecut sub tãcere. Este adevãrat cã, dupã declasificarea documentelor
aflate pe masa CSAT, autoritãþile române nu au mai prezentat nicio dovadã supli-
mentarã privind influenþa externã, dar au apãrut alte dovezi. Au existat mai
multe cercetãri independente care au pus în luminã felul în care mesajele lui
Cãlin Georgescu au fost propagate în mediul online, s-au gãsit mai multe conturi
false, au fost identificate ºi o serie de persoane indicate în rapoartele desecreti-
zate, dar firele care duceau mai departe s-au oprit undeva în Africa de Sud sau,
mai nou, Ucraina. Chiar ºi atunci când investigaþiile din þãri terþe ajungeau la a
gãsi un fir care ducea inevitabil la o influenþã rusã, media le-a preluat ca pe un
fel de notã de subsol.

S-a construit narativul „nu avem dovezi despre implicarea externã în cam-
pania electoralã“. De asemenea, s-a dezvoltat ºi urmat narativul „nu avem dovezi
suficiente despre influenþa rusã dar avem totuºi câteva dovezi“2. Singura pro-
blemã este cã, pentru a demonstra influenþa unui stat strãin într-un proces electoral,
trebuie sã ºtii unde sã cauþi ºi cum sã cauþi. Dacã vom reciti documentele pre-
zentate CSAT, vom vedea cã, în afarã de afirmaþiile referitoare la un atac ciber-
netic împotriva reþelei online a Biroului Electoral Central (BEC) ºi Autoritãþii
Electorale Permanente (AEP), nu gãsim prima facie dovezi ale unei implicãri
directe a Federaþiei Ruse. Nici afirmaþia din aceste rapoarte, potrivit cãreia ata-
curile respective au avut originea într-un numãr impresionant de þãri, nu pare a
fi relevantã pentru susþinãtorii teoriei care afirmã „nu avem dovezi“. Marea pro-
blemã este cã, folosind aceeaºi metodã, respectiv aºteptând ca aceste dovezi sã
aparã, ele nu vor apãrea niciodatã. Este nevoie de o metodã mult mai proactivã
pentru a gãsi respectivele dovezi.

În primul rând, o informaþie esenþialã a fost ignoratã, anume faptul cã, la desecre-
tizarea respectivelor rapoarte, s-a precizat cã este vorba de o desecretizare
parþialã. Aceasta înseamnã cã ceea ce s-a vehiculat în spaþiul public este doar
vârful aisbergului, iar multe informaþii referitoare la influenþa externã în pro-
cesul electoral nu au fost (încã) fãcute publice. Motivul este acela cã serviciile
de intelligence, atunci când au operaþiuni în derulare, nu riscã sã compromitã
anumite surse ºi informaþii care sunt încã în proces de a fi investigate. Vom avea
acces la aceste rapoarte, în integralitatea lor? Este o întrebare la care nu avem
deocamdatã rãspuns. 

SUA au oferit relativ recent un exemplu de desecretizare a unor informaþii
obþinute pe bazã de intelligence: este vorba de date care indicau o iminentã ope-
raþiune armatã a Federaþiei Ruse în Ucraina, înainte de februarie 2022. Pentru a
se realiza faptul cã rãzboiul este inevitabil, SUA au ales sã facã publice câteva
din informaþiile secretizate. A existat însã o întreagã dezbatere în cadrul comu-
nitãþii de intelligence a SUA în acea perioadã: dacã ar fi fost fãcute publice toate
datele, operaþiuni în curs ar fi fost compromise. S-a ales pânã la urmã calea de
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mijloc, justificatã de necesitatea unei intervenþii radicale pentru a convinge
opinia publicã.3 La fel ca în cazul României în noiembrie 2024, în perioada
decembrie 2021-februarie 2022 SUA au fãcut publice doar anumite informaþii
(despre invazia Ucrainei) ºi nu s-a mers atât de departe pânã la a prezenta în
media documente desecretizate în aceastã privinþã. România a fãcut astfel un pas
radical referitor la mediatizarea unor informaþii provenite din intelligence. Exact
contrar narativului care afirmã „nu am aflat nimic din rapoartele trimise CSAT“.

Pentru a vedea când am putea avea acces la toate informaþiile necesare pentru
a înþelege ce s-a întâmplat, este util a ne raporta la manipularea alegerilor prezi-
denþiale din SUA în 2016. Au existat elemente legate de interferenþa unitãþii
GRU 26165 abia la câteva luni dupã ce aceasta reuºise penetrarea comunicaþiilor
online ale Partidului Democrat ºi multe atacuri cibernetice au putut fi oprite, dar
nu ºi întreaga operaþiune. S-a afirmat public cã existã o intervenþie externã, fãrã
a se face publice rapoarte, documente, convorbiri etc. Contracandidatul doamnei
Clinton ºi echipa sa au cerut dovezi, aºa cum face ºi acum domnul Cãlin Georgescu
în România. Publicul american ºi media nu au cerut dovezi, ci au pornit în
cãutarea lor. Acest efort avea sã fie recompensat abia în 2020, la aproape 4 ani
de la începutul operaþiunii GRU. Atunci s-a putut afirma cu precizie când a fost
penetrat computerul managerului de campanie Paul Manafort, când aceastã
breºã a oferit acces în întregul sistem informatic, ce mesaje false s-au propagat
folosind aceastã breºã etc.4 Avem de aºteptat ºi în România 4 ani pânã când vom
avea toate dovezile implicãrii externe în vederea manipulãrii alegerilor? S-ar
putea ca acest interval de timp sã fie mai scurt, deoarece acum cunoaºtem în linii
mari acest modus operandi al celor care gândesc la Kremlin astfel de strategii
de deturnare a alegerilor.

Înainte de a începe prezentarea unor date care descriu peisajul influenþei
externe, ar trebui sã vedem de ce ascensiunea lui Cãlin Georgescu a fost atât de
bruscã, iar rezultatul total neaºteptat. Acest candidat reprezintã de fapt prima ma-
nifestare concretã în România a fenomenului numit „tehno-populism“. Este vorba
de o combinaþie între tehnocraþie ºi populism, în sensul cã miºcãrile populiste
încep sã foloseascã pe scarã largã ºi chiar sã devinã dependente de tehnologie,
exprimatã prin algoritmii reþelelor sociale. Populiºtii pot ajunge la largi secþiuni
din electorat la care altfel nu puteau ajunge prin mijloacele digitale, devenite
„clasice“. Scopul este nu doar strict electoral, ci crearea unei sfere publice
extinse, care sã influenþeze în manierã decisivã opinia publicã. Giovanni Bello a
definit „tehno-populismul“ într-un articol publicat în 20195, considerând cã demo-
craþia liberalã este ameninþatã deopotrivã de populism – care pretinde mai multã
legitimitate pentru lideri – ºi tehnocraþie – care pretinde mai multã eficienþã în
activitatea de guvernare. Aceste douã forþe exercitã presiuni asupra instituþiilor
care formeazã o democraþie liberalã. Un alt autor, Marco Deseriis, face distincþia
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între douã variante de tehno-populism: cea tehnocratã, fãrã un lider marcant, ºi
cea bazatã pe liderul puternic, prezentã în cadrul partidelor populiste. Deseriis
oferã în acest sens exemplele partidelor Podemos ºi M5S.6 În cazul României,
nu a fost vorba, în premierã, de un partid politic care a introdus o variantã de
tehno-populism, ci de un candidat, Cãlin Georgescu. Putem afirma cã, din acest
punct de vedere, România a inovat în materie de tehno-populism. Terenul era
pregãtit, deoarece promotorii tehno-populismului nu au putut opri sentimentul
antisistem al adepþilor lor (liderii Podemos ºi M5S au promovat intens sentimente
antipartinice, potrivit analizei lui Arthur Lipow ºi Patrick Seyd7). În prezent, nici
Podemos, nici M5S, cazurile cercetate intens în legãturã cu tehno-populismul,
nu mai sunt ce au fost: alegãtorii lor au migrat cãtre candidaþi care includ dispa-
riþia partidelor sau un rol mai redus pentru acestea, în cadrul operaþiunii de deman-
telare a „sistemului“. Tehno-populismul oferã o formã de „utopie tehnologicã“8
care considerã cã reþelele sociale ºi, mai nou, Inteligenþa Artificialã pot mobi-
liza mai bine ºi mai eficient alegãtorii la vot decât partidele tradiþionale. Cãlin
Georgescu reprezintã o etapã superioarã a tehno-populismului, o etapã în care
componenta partinicã practic nu mai existã.

Tehno-populismul descrie un fenomen pe care alþi autori l-au descris în forme
diferite. Giuliano da Empoli vorbeºte despre „inginerii haosului“, cei care „rein-
venteazã propaganda adaptatã... reþelelor sociale“. Esenþial este algoritmul, care
poate fi programat pentru a þinti cu un anumit conþinut persoane sau grupuri spe-
cifice. Aceºti „ingineri ai haosului“ au descoperit cât de vulnerabil este domeniul
politic la manipulãrile online ºi cã se adapteazã în continuu noilor tehnologii.
Potrivit lui da Empoli, s-a trecut la „politica cuanticã“, asemãnãtoare trecerii la
stadiul de fizicã cuanticã, un gen de politicã în care realitatea obiectivã nu mai
existã, fiind înlocuitã cu ideea cã fiecare îºi construieºte propria realitate.9

În opinia lui Rogers Brubaker, trãim într-o „hiperconectivitate digitalã“, care
poate fi definitã drept „un mediu complex al mediilor“. În acest hiper-mediu, nu
existã o singurã formã de cunoaºtere, ci mai multe. Într-un mediu în care nu existã
doar conexiuni limitate, ci un numãr pratic nelimitat de conexiuni, problema
cunoaºterii devine obiect de preocupare pentru politicã. Apare astfel „politica
post-adevãr“, este facilitatã apariþia de „subculturi mediate digital“. Hiperconec-
tivitatea este pentru Brubaker o oportunitate pentru democraþie, dar totodatã o
mare provocare, din moment ce adversarii democraþiei pot utiliza în folosul lor
mediul online.10

Byung-Chul Han vorbeºte la rândul sãu despre „infocraþie“, acea formã de
democraþie în care politica este subordonatã complet logicii prezenþei online.11
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Indiferent cã vorbim despre „tehno-populism“, „hiperconectivitate digitalã“
sau „infocraþie“, toate aceste concepte au în vedere acelaºi fenomen: transfor-
marea politicii în epoca reþelelor sociale, a algoritmilor, boosting, microtargetare,
Inteligenþã Artificialã etc. Sunt fenomene noi, pe care literatura de specialitate
abia acum începe sã le studieze ºi care, din cauza exploziei tehnologice, nu au
ajuns sã fie reglementate îndeajuns.

Acesta este contextul în care Cãlin Georgescu ºi-a fãcut apariþia pe scena po-
liticã româneascã. Ascensiunea sa în progresie geometricã de la o sãptãmânã la
alta nu poate fi explicatã doar prin folosirea unor instrumente puse la dispoziþie
de noile tehnologii, instrumente pe care oricine le poate folosi. 

Cei care susþin ideea „Cãlin Georgescu – creaþie a unui sistem intern“ au
dreptate pânã la un punct. În opinia noastrã, a fost o întâlnire „fericitã“ între un
candidat, produs 100% al unui permafrost indigen, care avea deja idei foarte
apropiate propagandei ruse, ºi aceastã propagandã. Întâlnirea nu a fost, probabil,
una de ordin material, fizic. Nu ne putem imagina cã Georgescu a primit instruc-
þiuni în plic (deºi nu putem exclude nici aceastã variantã). Mai degrabã, a fost
vorba de o „poveste de dragoste“ la distanþã (care se poate realiza chiar ºi fãrã
ca „îndrãgostiþii“ sã se cunoascã): un narativ promovat de Georgescu a fost ampli-
ficat de un „aparat de rezonanþã“ rus, iar acelaºi aparat de rezonanþã s-a trans-
format din receptor în emiþãtor. Georgescu a devenit ulterior receptor al noului
mesaj, pe care l-a fasonat ºi transmis într-o nouã formã, într-un joc al oglinzilor
paralele reluat la infinit. Relaþia dintre sursa externã de influenþare a alegerilor
ºi Cãlin Georgescu a fost una de emiþãtor-receptor la distanþã. 

Acest mecanism a devenit evident în perioada postelectoralã. De exemplu,
Federaþia Rusã a dorit sã preîntâmpine orice scenariu prin care forþe de menþinere
a pãcii în Ucraina, în eventualitatea unui armistiþiu care sã punã capãt temporar
rãzboiului, sã vinã pe ruta România-Sudul Ucrainei, o rutã consideratã de Kremlin
foarte vulnerabilã (dovada fiind obsesia atacãrii podului de la Zatoka, la vãrsarea
Nistrului în Marea Neagrã). Pentru Kremlin, aceste forþe de menþinere a pãcii ar
putea fi iniþiate doar dinspre nord-vest, pentru a dizloca militari ucraineni de la
graniþa cu Belarus, nu ºi din Sud-Vest. Evident, un scenariu care sã implice forþe
de menþinere a pãcii în Ucraina este încã în stadiul incipient, momentul unei
asemenea discuþii nu a venit încã. Pentru a preîntâmpina orice discuþie pe aceastã
temã, Kremlinul a fabricat un narativ: baza Kogãlniceanu va fi punctul de intrare
a unor forþe NATO care vor penetra graniþa României cu Ucraina ºi vor provoca
un rãzboi între NATO ºi Federaþia Rusã. Întrucât era mai credibil ca acest narativ
sã fie lansat din România, Georgescu l-a distribuit. Imediat, a fost preluat de pro-
paganda rusã ca fiind punctul de vedere al unui „înalt oficial român“, „preºedintele
ales“ etc. Sã presupunem cã, la un moment dat, cineva din Administraþia Trump
ar iniþia o discuþie pe marginea unor forþe de menþinere a pãcii în Ucraina.
Instant, Kremlinul va replica: „Ah, nu suntem deloc surprinºi. Cunoaºtem planul
pe care l-aþi þinut secret. Chiar un lider al unei þãri NATO, Cãlin Georgescu, l-a
expus. De fapt, vreþi sã provocaþi un rãzboi cu noi, folosiþi Ucraina drept paravan.
Cum de unde ºtim? Tot acel lider a devoalat planul. Vedeþi, nici nu avem nevoie
de informatori. Cei care vã susþin comit imprudenþe“. Iar jocul emiþãtor-recep-
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tor-emiþãtor poate continua, domnul Georgescu urmând a enunþa urmãtoarea
parte a „scenariului“, iar „receptorul“ de la Kremlin sã intre din nou în funcþiune.

Am dat doar un exemplu despre cum funcþioneazã acest tip de influenþã
la distanþã, cea mai vizibilã dintre toate modalitãþile de promovare a lui Cãlin
Georgescu. 

Alte forme sunt mai puþin vizibile, dar încercãm sã le identificãm ºi sã le
analizãm.

ªtim cã primul act în ampla acþiune de manipulare la alegerile din SUA în
2016 a fost iniþierea unui atac cibernetic. Mai înainte, la alegerile parlamentare
din Ucraina din 2014, au fost atacate website-urile autoritãþilor electorale. Avem
indicii de astfel de intervenþii în România din rapoartele destinate CSAT. 

Cum au acþionat însã concret cei care au încercat sã influenþeze aceste
alegeri? 

Un raport din decembrie 202412 oferã date în plus despre modus operandi.
Atacul asupra AEP a început mai demult, prin accesarea documentelor publice.
Au fost identificate apoi posibile cãi de acces, prin studierea atentã a website-
urilor instituþiilor publice, pentru a gãsi cãi de acces. Atacatorii au cãutat date
despre persoanele cu drept de acces la sistemele critice în timpul procesului elec-
toral, infrastructura tehnicã (detalii despre servere, software etc. care puteau fi
accesate) ºi termene operaþionale (când este mai indicat sã se dea un atac ciber-
netic susþinut în timpul procesului electoral). La alegerile din Ucraina din 2014,
website-ul autoritãþii electorale a fost penetrat relativ uºor, s-a încercat prezen-
tarea unor date false la finalul zilei prin intermediul unui website fals, dar ucrai-
nenii au realizat despre ce este vorba ºi au atras atenþia cã este posibil ca primele
date comunicate publicului sã nu fie cele adevãrate, ci trebuie aºteptat pânã când
se vor da datele oficiale. Probabil cã s-a încercat un astfel de atac cibernetic ºi
în România, crezându-se cã aceste sisteme operaþionale sunt la nivelul celor
folosite în Ucraina în 2014. S-a constatat însã cã totuºi aceste sisteme sunt mai
greu de penetrat, dar încercarea a existat în ziua votului. 

Respectivul raport oferã un aspect interesant, care poate fi aºezat în imensul
puzzle pe care îl reprezintã influenþa externã în alegerile din România. În 2021
AEP a gãzduit la Bucureºti o conferinþã a Asociaþiei Oficialilor Electorali
Europeni (ACEEEO). Pe agendã se afla ºi subiectul „cele mai noi transformãri
digitale ale proceselor electorale din România“. Evenimentul nu a mai avut loc
datoritã intervenþiei societãþii civile, deoarece la acesta ºi-a anunþat participarea
ºi un reprezentant rus, care dorea sã vorbeascã despre „contribuþia internaþionalã
a Federaþiei Ruse la asigurarea legitimitãþii alegerilor“. 

2021 a fost aºadar primul moment în care poate fi documentatã în prezent o
încercare a Federaþiei Ruse de a penetra prin atacuri cibernetice instituþiile care
au ca rol organizarea procesului electoral în România. Momentul ales este inte-
resant, deoarece corespunde perioadei care a urmat momentului în care primele
dovezi concludente despre încercarea de manipulare a alegerilor din SUA au
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apãrut. ªtim astãzi cã 797 conturi TikTok au fost create în 2016 pentru a fi acti-
vate abia în 2024, odatã cu începutul campaniei lui Cãlin Georgescu. Prin urmare,
Federaþia Rusã a testat primul atac cibernetic în materie electoralã în 2014, l-a
realizat la proporþii mai mari în 2016, creând simultan ºi premisele ca în România
(ºi în alte þãri) sã aibã loc un asemenea atac. În 2020 se descoperã primele vul-
nerabilitãþi ale atacului cibernetic rus din 2016, iar la întâlnirea de la Geneva
dintre Biden ºi Putin, din iunie 2021, preºedintele SUA cere Federaþiei Ruse sã
înceteze atacurile cibernetice asupra infrastructurii critice din SUA. Este mo-
mentul în care hackerii ruºi încearcã sã gãseascã mai multe cãi de acces în
sistemul online de gestionare a alegerilor din România; demersul este dejucat ºi
astfel se intensificã încercarea de influenþare a alegerilor de la distanþã. 

Acelaºi raport, pe baza unei colaborãri cu Osavul13, aratã cã, din mai 2023
pânã în decembrie 2024, 3590 de publicaþii ºi mesaje au multiplicat mesajele lui
Cãlin Georgescu pe diverse platforme online. Analiza s-a bazat pe aºa-numiþii
„indicatori de compromis“ (IOC). Aceºtia sunt semne care ajutã la identificarea
unor actori ce participã la mãsuri de dezinformare sau la „mãsuri active“. Pe baza
identificãrii unor IOC, au fost gãsiþi 144 de actori ºi reþele specializate în cam-
panii de dezinformare ºi 469 de mãsuri active, dintre care una iniþiatã de un actor
aflat sub incidenþa unor sancþiuni internaþionale. Aceste „mãsuri active“ sau
„activitãþi subversive“ sunt iniþiate de actori externi, preponderent serviciile de
intelligence ale unui stat. Dintre cei 469 de actori, au fost identificaþi 99 ca fiind
de origine rusã, printre care Russia Today, Sputnik etc. Altfel spus, mergând mai
departe de concluziile acestui raport, dintr-un total de 613 de acþiuni iniþiate pe
plan extern, menite a contribui la campania lui Cãlin Georgescu, 243 îºi au
originea în Federaþia Rusã, ceea ce reprezintã 39,64% din total, fiind vorba de
servicii de intelligence, canale media, hackeri etc. Aceasta nu înseamnã, desigur,
cã restul acþiunilor nu sunt legate tot de rãzboiul hibrid purtat de Federaþia Rusã
în vederea influenþãrii alegerilor din România, ci doar cã nu existã deocamdatã
suficiente probe pentru a afirma acest lucru. 

Chiar ºi folosind metode foarte precise de stabilire a originii actorilor impli-
caþi în aceastã campanie, este greu a identifica exact cine a contribuit ºi cum.
De exemplu, raportul menþioneazã cã un canal Telegram, PressTV, care era iniþial
localizat în SUA, a fost preluat de media de stat din Iran. Acesta a distribuit
15 mesaje pro-Georgescu în perioada 25 noiembrie-4 decembrie 2024, exact ca
ºi alte canale clar afiliate Federaþiei Ruse. Conþinutul de pe PressTV în Iran era
exact identic cu cel promovat pe canale ruseºti. La o privire superficialã, ar fi
pãrut cã un actor din SUA este la originea acestei propagãri a unor informaþii.

Raportul respectiv a constatat cã aria geograficã de rãspândire a acestor me-
saje este foarte vastã, de asemenea ºi limbile în care a fost distribuitã informaþia
pro-Georgescu. Raportul nu a mers mai departe, dar ne putem desigur întreba
dacã nu a fost cumva vorba de un softAI pentru traducere simultanã în mai multe
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limbi – iar în acest caz apare întrebarea cine a produs ºi a pus în funcþiune pentru
campania electoralã un asemenea soft. 

Raportul dã drept exemplu un website, InfoDefenseROM, care aparþine unor
vaste reþele de website-uri InfoDefense ce rãspândesc dezinformare rusã în
Bulgaria, Italia, Spania, Portugalia, Germania, Grecia, Olanda, SUA, Japonia
etc. InfoDefenseROM a furnizat informaþii despre victoria lui Georgescu în
primul tur, simultan cu canalele în alte limbi. În acest fel, Federaþia Rusã încalcã
sistematic sancþiunile UE care privesc furnizorii media prin care se distribuie
propaganda sa.

Raportul identificã un pattern similar ºi pentru alte website-uri: Wallachian
Gazette, !!!LIBERTATE, Stop PLANDEMIA, Comunitatea Identitara Romania,
InfoPlaneta, R3media, Uragan asupra Europei. Întrebarea legitimã este de ce mai
funcþioneazã acestea? De ce nu au fost închise dupã data de 6 decembrie?!

Un alt exemplu de amplificare a dezinformãrii legate de Cãlin Georgescu
în timpul campaniei electorale: Andrei Popoviciu dezvãluia într-un articol pu-
blicat la 13 decembrie 2024 pe politico.eu14 cã George Galloway, un blogger cu
765 000 de urmãritori, scria pe X la data de 29 noiembrie 2024: „Georgescu ne
avertizeazã cã stânga doreºte sã trimitã soldaþii României sã moarã în Ucraina“.
Acelaºi Galloway îl considera pe Georgescu (potrivit unei analize a jurnalistului
de investigaþii Matei Roºca) un important „whistleblower“ de la ONU, care
a fãcut „revelaþii“ despre cum acþioneazã ONU cu adevãrat, într-un interviu
pe YouTube cu Reimar Fuellmich – un german arestat pentru deturnare de
fonduri în 2023. 

Cãlin Georgescu a afirmat cã nu a investit nimic în mesajele online în timpul
campaniei electorale. ªtim la ora actualã cã alþii au investit pentru el, în cripto-
monede. Nu avem dovada cã aceastã campanie ar fi fost susþinutã cu criptomo-
nede ºi din partea unor actori ruºi. Existã însã numeroase semne de întrebare în
aceastã privinþã. De exemplu, un canal Telegram, Grup N3, cu 341 490 de urmã-
ritori, a preluat în timpul campaniei electorale afirmaþia lui Cãlin Georgescu,
formulatã într-un interviu pe YouTube din 2023, cã „pedofilia globalã oligarhicã
face sã disparã 8 milioane de copii anual“. Întrebarea este: de ce acest tip de in-
formaþie falsã vehiculatã de Georgescu a fost preluatã de propaganda rusã exact
în timpul campaniei electorale? De ce nu a fost preluatã atunci când a fost for-
mulatã? Interesant este faptul cã Georgescu a introdus prin aceastã dezinformare
un narativ destinat a contracara, indirect, o informaþie adevãratã, dar care nu
convine deloc regimului de la Kremlin: Vladimir Putin, împreunã cu Maria
Lvova-Belova, au fost puºi sub acuzare de cãtre Curtea Penalã Internaþionalã exact
pentru traficul ilegal de copii din regiunile ocupate ale Ucrainei.15 Moscova l-a
ajutat pe Georgescu, Georgescu a întors ajutorul înapoi. 
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O investigaþie Public Record publicatã pe data de 8 decembrie 2024 a arãtat
cã în februarie 2024 Viginum, agenþie de stat care funcþioneazã în cadrul Secre-
tariatului General al Apãrãrii ºi Siguranþei Naþionale din Franþa, ºi care anali-
zeazã dezinformarea online, a descoperit reþeaua Portal Kombat16. Aceastã reþea
acþioneazã în 19 state europene, printre care ºi România. Public Record a des-
coperit cã mai multe website-uri care folosesc denumirea Pravda au diseminat
masiv articole despre Georgescu, în mai multe limbi, inclusiv româna. Aceste
website-uri au caracteristici tehnice comune, IP-uri ruse ºi sunt toate înregistrate
prin intermediul companiei ruse Reg.ru. Georgescu este descris ca „un lider
naþionalist care luptã împotriva globaliºtilor“ ºi care „doreºte oprirea rãzboiului
din Ucraina“, fiind vãzut ca victima unei „lovituri de stat“ datã de la Bruxelles.
Investigaþia a arãtat cã existã mai multe canale de Telegram care au amplificat
afirmaþiile lui Georgescu, cum ar fi Grup N3, „Adevãrul“, „Þarigrad TV“,
„Gagauznews“, „Triunghiul Basarabean“. În spatele website-urilor Pravda se
aflã persoane care folosesc acelaºi numãr de telefon din Federaþia Rusã
(+74955801111).

Georgescu a folosit în campania sa electoralã intens X, Meta, YouTube,
Telegram, TikTok. Potrivit unui raport Check First, realizat împreunã cu ResetTech,
EUDisinfo Lab ºi jurnaliºtii Luiza Vasiliu ºi Victor Ilie17, au existat 25 de pagini
Facebook care erau conectate printr-o infrastructurã comunã de hosting ºi care
au difuzat 4100 de reclame, pentru care s-au plãtit 264 909 euro pentru a pro-
mova în timpul campaniei electorale mesaje în favoarea lui Georgescu. Nick
Clegg, care era în decembrie 2024 responsabil pentru acþiunile Meta la nivel
global, a declarat cã Meta a colaborat zilnic cu autoritãþile române în timpul
campaniei electorale. Pânã în prezent, Meta nu recunoaºte ca fiind valid raportul
Check First ºi nu a oferit date suplimentare pentru a afla mai multe despre
aceastã infrastructurã care l-a promovat pe Georgescu ºi în ce mãsurã aceasta ar
fi putut fi în conexiune cu Kremlinul. 

În data de 4 februarie 2025, Viginum a publicat un nou raport dedicat ale-
gerilor prezidenþiale din România, intitulat Manipularea algoritmilor ºi instru-
mentalizarea influencerilor. Concluzii desprinse din alegerile prezidenþiale din
România & riscuri pentru Franþa. Cei de la Viginum au constatat cã pe contul
de TikTok al lui Cãlin Georgescu numãrul abonaþilor ºi al vizualizãrilor a crescut
de trei ori în perioada 10-24 noiembrie 2024, iar un hashtag #calingeorgescu a
avut 73,2 milioane de vizualizãri în doar 7 zile. Aceastã creºtere a fost posibilã,
potrivit Viginum, datoritã unei campanii de astroturfing, prin care s-a realizat o
manipulare coordonatã a algoritmului de recomandare a lui Cãlin Georgescu,
prin publicarea pe scarã largã a unor videoclipuri ºi comentarii care conþineau un
hashtag sau unele cuvinte-cheie. Astroturfing este definit în acest raport ca „un
mod de operare care constã în a da vizibilitate unui subiect, fãcându-l sã parã un
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fenomen de masã, chiar dacã el provine din coordonarea a doar câteva conturi
care produc un volum mare de postãri pe acelaºi subiect“. Viginum constatã cã
existau peste 25 000 de conturi TikTok, precum ºi canale Discord ºi Telegram,
prepoziþionate în favoarea lui Cãlin Georgescu, încã din septembrie 2022. Prin
aceste conturi ºi canale s-a amplificat artificial conþinutul pro-Georgescu. Canalele
Discord ºi Telegram aveau un rol exact, acela de a da instrucþiuni precise despre
cum trebuie partajat conþinutul lor. Utilizatorii erau sfãtuiþi sã editeze videocli-
purile prin intermediul unor instrumente de editare oferite de TikTok sau Instagram,
în aºa fel încât sã fie percepute ca având un conþinut original. 

Viginum a încercat sã ofere un rãspuns ºi la întrebarea despre cine a fost co-
manditarul din spatele acestei vaste operaþiuni. S-a constatat cã au fost recrutaþi
peste 100 de influenceri cu peste 8 milioane de abonaþi, prin internediul unei
platforme de marketing din România, FameUp. Aceasta pune în legãturã pe cei
care vor sã desfãºoare campanii publicitare pe TikTok sau YouTube cu influenceri.
FameUp a fost folositã de douã organizaþii: Progresia ºi Fundament. Plata
influencerilor s-a realizat printr-o firmã din Africa de Sud, FA Agency, adminis-
tratã de filiala din Polonia a Gambling Media Group (GMG), care face parte
dintr-o reþea condusã de o firmã din Ucraina, Zlodei. GMG ºi Zlodei sunt înre-
gistrate în Kiev. Viginum nu a reuºit sã meargã mai departe cu investigaþia
pentru a afla comanditarul campaniei lui Cãlin Georgescu.18

O lunã mai târziu, în data de 4 martie 2025, o agenþie de stat denumitã
Sistemul de Informaþii privind Securitatea Italiei (Sistema de Informazione per
la Sicurezza della Reppublica) publica Raportul anual privind politica de infor-
mare pentru securitate 2025, prin care constata cã peste 25 000 de conturi
TikTok au devenit simultan active în favoarea lui Cãlin Georgescu, cu doar douã
sãptãmâni înainte de turul unu al alegerilor prezidenþiale, iar 797 conturi create
în 2016 au devenit brusc foarte active în acelaºi scop. Totodatã, raportul italian
constata cã, la data de 1 decembrie 2024 canalul Telegram „Propagator“, care
coordona mesajele pro-Georgescu, înregistra 5005 abonaþi, cu aproximativ 4000
mai mulþi decât în 24 noiembrie, care au propagat mesaje pro-Georgescu în
vederea turului doi al alegerilor prezidenþiale, fiind cheltuiþi 381 000 de dolari.19

Concidenþã sau nu, raportul italian a fost publicat în aceeaºi zi, 4 martie, în
care SVR, Serviciul de Informaþii Externe al Federaþiei Ruse, a publicat un
comunicat prin care susþinea cã Parchetul General a deschis un dosar penal lui
Cãlin Georgescu la cererea Uniunii Europene, de teama ca nu cumva politicienii
europeni apropiaþi ideologic de Donald Trump sã ajungã la putere. 

Comunicatul SVR a fost publicat în contextul în care devenise clar cã de fapt
Cãlin Georgescu nu va mai putea participa la alegerile prezidenþiale din 2025.
Astfel, Cãlin Georgescu se transformase din candidatul pe care miza Federaþia
Rusã într-o vulnerabilitate pentru serviciul pentru care acesta a lucrat, fiind
dat un semnal public al despãrþirii de un agent de influenþã care ºi-a ratat misi-
unea, anume aceea de a deveni Preºedinte al României. 
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Pe data de 2 mai 2025 Mediapart, un website de anchete din Franþa, publica
o analizã din care reieºea cã a existat o coordonare între SVR ºi Cãlin Georgescu,
obiectivul trasat de la Moscova fiind nu doar câºtigarea alegerilor prezidenþiale,
dar ºi a minim 30% din locurile din Parlament.20

Ce rezultã prin urmare din toate aceste investigaþii, derulate de autoritãþile
din România, Franþa, Italia sau de alte entitãþi non-statale?

Intrarea în scenã a lui Cãlin Georgescu a fost pregãtitã, din perspectiva inter-
venþiei actorilor externi, încã din 2016, prin crearea unor conturi de TikTok
inactive. Cine a creat aceste conturi, dacã nu un actor statal interesat, respectiv
Federaþia Rusã? De ce aceste conturi au „explodat“ în noiembrie 2024 ºi nu mai
devreme ºi de ce au transmis simultan informaþii pozitive despre Cãlin Georgescu?
Nu avem deocamdatã rãspunsuri definitive la aceste întrebãri.

Cãlin Georgescu se înscrie în cursa electoralã, se aflã mult timp „sub radar“,
chiar rãmâne în Austria ºi dupã acest moment – dacã ne bazãm pe propriile sale
afirmaþii privind momentul întoarcerii în România. Imediat dupã aceastã întoar-
cere, cu doar câteva zile înainte de alegeri, izbucneºte un fel de „jihad“ infor-
maþional pe toate reþelele sociale. ªtim astãzi exact momentul când acest „jihad“
a demarat, frapeazã însã capacitatea de a începe simultan o campanie de pro-
porþii pe YouTube, TikTok, Meta, X, Instagram ºi Telegram. Marius Lulea,
prim-vicepreºedinte AUR, a declarat, a doua zi dupã primul tur al alegerilor pre-
zidenþiale: „S-au folosit boþi ºi troli. Noi am constatat încã din 2022, din partea
a doua a anului, cã sunt folosiþi ºi la Diana ªoºoacã. Generarea acestor boþi se
face automat pe baza unor softuri ºi echipamente performante ºi în momentul în
care ªoºoacã a fost retrasã de pe scena politicã boþii au fost mutaþi pe Cãlin
Georgescu“21. Despre ce „boþi ºi troli“ este vorba? Domnul Lulea a fost destul
de eliptic în declaraþii, deºi este evident cã la nivelul conducerii AUR se ºtia
exact în ce constau instrumentele pe care Georgescu avea sã le foloseascã în
campania electoralã. Preluarea unui soft de cãtre un alt candidat ºi atitudinea
ostilã a doamnei ªoºoacã dupã alegeri împotriva domnului Georgescu sugereazã
cã aceastã preluare a unor instrumente sofisticate de intervenþie online în cam-
pania electoralã nu s-a fãcut chiar de bunãvoie. Cineva a oferit un astfel de
instrument puternic doamnei ªoºoacã. Tot acel cineva, dupã ce respectiva nu a
mai putut candida, a transferat acest instrument domnului Georgescu, care îl
foloseºte din plin. 

S-a afirmat cã autoritãþile nu au acþionat prompt, înainte ºi dupã turul întâi.
Mecanismul pe care îl avem în prezent implicã o sesizare a ANCOM ºi o acþiune
de blocare din partea DNSC. Aceastã instituþie poate cere operatorilor de Internet
sã elimine o adresã IP consideratã suspectã. De aici intrãm într-un teritoriu
incert, întrucât o singurã adresã de IP poate ascunde zeci, chiar sute de plat-
forme, bloguri, aplicaþii etc. Întotdeauna existã un risc de a nu lua decizia corectã,
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de aceea este nevoie de o analizã care poate depãºi câteva zile ºi nimic nu ga-
ranteazã cã ea este corectã. Imediat dupã anunþul rezultatului turului întâi, Cãlin
Georgescu a apãrut pe data de 25 noiembrie într-o intervenþie live pe YouTube.
Chiar dacã ANCOM ar fi sesizat DNSC în dimineaþa zilei respective, nu ar fi
fost timp pentru a bloca activitatea acelui canal de YouTube.

Astfel, tehnologia utilizatã de Cãlin Georgescu a fost întotdeauna cu un pas
înaintea mãsurilor care pot fi luate. S-a invocat foarte mult Digital Services Act,
dar acest instrument al UE nu a fost gândit pentru a acþiona rapid, în timpul unei
campanii electorale. 

Deocamdatã, nu cunoaºtem algoritmii pe baza cãrora un mesaj al lui Georgescu
sau despre Georgescu este sau a fost promovat de TikTok, X sau Meta. ªtim însã
cã strategia sa de promovare nu ar fi fost atât de agresivã ºi nu ar fi produs un
impact atât de masiv fãrã a fi avut un impuls din partea unui actor statal care
promoveazã dezinformarea ºi a unei „armate din umbrã“ de actori non-statali din
exterior care au distribuit mesajele sale. 

Anne Applebaum a oferit o explicaþie deosebit de interesantã ascensiunii lui
Cãlin Georgescu, care nu are legãturã cu modalitatea sa de promovare. Potrivit
autoarei, în politicã s-au manifestat întotdeauna douã curente, cel raþional, care
se întruchipeazã în democraþia liberalã, ºi cel care pune accent pe iraþional, pe
elementul mistic. De aici fascinaþia pentru magie, care începe sã aibã un cores-
pondent ºi în politicã. Extrema dreaptã ºi promovarea xenofobiei pot convieþui
foarte confortabil cu stânga radicalã, anticreºtinã, secularizatã, care începe sã
promoveze o formã de „neopãgânism“. Asemenea combinaþii ale extremelor
politice pot fi exemplificate printr-un partid politic – PiS în Polonia – sau un
lider politic – Sahra Wagenknecht în Germania. Apare astfel liderul spiritual care
poate fi ºi lider politic. Cãlin Georgescu ar fi, din aceastã perspectivã, parte din
„noii Rasputini“, care reiau o formã de comportament mistic ce influenþeazã do-
meniul politic de mai multe secole. Aceastã formã de misticism nu este doar
împotriva ºtiinþei, ci ºi împotriva democraþiei.22

Desigur, în acest moment lipsesc toate piesele din enormul puzzle care a fost
campania electoralã a lui Cãlin Georgescu. Nu avem încã un rãspuns la între-
barea: factorul extern a fost mai important decât vectorii de promovare internã
sau invers? Nu cunoaºtem încã toate mecanismele acestei campanii. Este vina
instituþiilor abilitate? Dificil a da un rãspuns. Cert este cã s-a sesizat ceva neobiº-
nuit în campania lui Georgescu cu câteva zile înainte de 24 noiembrie ºi s-a
încercat sã se acþioneze. S-a vãzut imaginea de ansamblu? Evident cã nu. Putea
fi vãzutã? Greu de dat un rãspuns definitiv ºi a se stabili responsabilitãþi. 

Într-o democraþie, alegeri libere înseamnã ca alegãtorii sã îºi poatã exprima
liber voinþa atunci când îºi exercitã dreptul la vot. A exprima liber voinþa înseamnã
a nu fi supus unor informaþii false care au potenþialul de a distorsiona respectiva
voinþã. Din acest motiv s-au introdus numeroase garanþii în acest sens, cum ar fi
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regulile în baza cãrora se desfãºoarã o campanie electoralã. Reþelele sociale sunt
în prezent o provocare globalã în privinþa acestor reguli. Fãrã îndoialã, pânã la
urmã alegãtorul este cel care merge la vot. Algoritmii reþelelor sociale sau hackerii
nu voteazã, dar pot contribui la vicierea exprimãrii libere a voinþei alegãtorilor.
Existã preocuparea pentru a asigura cã „regulile jocului“ sunt respectate. În
absenþa acestor reguli, opinia celor care voteazã se formeazã potrivit unor infor-
maþii care nu reprezintã adevãrul. 

Ne aflãm într-o epocã în care alegerile devin viciate, în sensul cã nu mai
reflectã voinþa liber exprimatã a cetãþenilor, prin operaþiuni de dezinformare
online, în timpul campaniei electorale. Nu se mai furã voturi sau ºtampile, nu se
mai falsificã procese-verbale, nu se mai introduc voturi în plus în urnã, nu mai
vin la vot cetãþeni transportaþi cu camioane de la o secþie la alta. Atacul se pro-
duce asupra minþii celui care este chemat la vot, înaintea votului, prin multiple
mijloace. Am vãzut un astfel de atac la alegerile din Georgia. Nu au existat
fraude masive la vot, ci înaintea votului, prin manipularea alegãtorilor într-un
mod cu totul diferit de persuasiunea specificã acþiunilor dintr-o campanie
electoralã.

Ce ar fi de fãcut pentru a garanta integritatea unui proces electoral? Suntem
condamnaþi sã depindem exclusiv de actori precum CCR pentru a ne asigura cã
votul este exprimat în cunoºtinþã de cauzã? Existã o contradicþie fundamentalã
între intervalul de timp redus care se alocã unei campanii electorale – de obicei,
între 30 ºi 60 de zile –, rapiditatea cu care algoritmii unei reþele sociale pot fi
influenþaþi ºi mãsurile care pot fi luate în timp real. Cum se poate rezolva aceastã
contradicþie? Dincolo de mãsuri de moment, ar trebui regândit întregul meca-
nism al unei campanii electorale, la nivel global. O variantã ar fi sã considerãm
„candidaþi“ potenþiali o mulþime foarte mare de lideri, reali sau doar cu aderenþã
online. Inteligenþa Artificialã poate ajuta la identificarea potenþialului unor ase-
menea persoane de a deveni la un moment dat candidaþi, implicaþi în procese
electorale limitate în timp. Aceste persoane ar trebui monitorizate mai îndeaproape,
pentru a vedea dacã nu cumva existã actori statali care investesc în campaniile
lor de promovare, pe partea politicã. Însã o asemenea monitorizare permanentã,
a unor profile care s-ar putea sau nu sã intre în politicã (în afarã de cele ale
politicienilor despre care se presupune cã sunt gata oricând sã candideze pentru
a-ºi pãstra privilegiile) nu este cumva, prin ea însãºi, contrarã democraþiei?
Existã ºi o altã variantã, aceea ca reþelele sociale sã dezvãluie algoritmii de pro-
movare ºi sã existe siguranþa cã aceºti algoritmi nu se schimbã la intervenþia
unor actori statali. Problema este însã cã aceste reþele sociale se apãrã, afirmând
cã deruleazã în principal campanii comerciale care implicã ºi dimensiunea de
marketing, iar activitatea politicã este totdeauna pe plan secund. S-ar putea ca,
în cele din urmã, singura soluþie pentru a garanta desfãºurarea unui proces
electoral corect, prin care alegãtorii sã nu fie influenþaþi de intervenþii obscure,
pe care nu le revendicã nimeni sau despre care nu se ºtie nici mãcar cã au existat,
sã fie un echilibru între reþelele sociale. Un echilibru care sã rezulte pe baza
regulilor de cerere-ofertã, pe o piaþã liberã globalã a reþelelor sociale, în care sã
existe o autoritate cu rol de arbitru. Pânã când se va ajunge la acest echilibru,
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suntem deocamdatã condamnaþi sã asistãm la creºteri aparent de neexplicat ale
unor candidaþi care se prezintã ca fiind „independenþi“, veniþi de nicãieri, dar
care de fapt sunt legaþi prin fire invizibile de actori statali ce urmãresc sã atingã
un scop precis prin interferenþa în procesul electoral. Deocamdatã, încã se men-
þine iluzia cã influenþa externã nu ar fi existat în campania electoralã a lui Cãlin
Georgescu ºi, oricum, dacã ar fi existat, nici nu eram capabili sã o descoperim.
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